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What is Financial Exploitation of Older Adults?

« Financial Exploitation is a form of abuse

« Improperly using or accessing the resources of an older adult
by depriving an older individual of their assets

«Every 5 years, nearly 37% of older adults will be affected
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“The Crime of the 21 Century”

«Financial Abuse costs older Americans $36.48 billion per year
« Family members are the perpetrator 90% of the time
« Nearly 37% of all older Americans have been victimized

«Six Methods of Financial Exploitation:
* Prize Scams
« Insurance Fraud
* Solicitation
» Internet Scams
* Family Scams
+ Identity Theft

Types of Financial Abuse

* Exploitation: When businesses, individuals, or charities use
pressure to force older adults to make financial mistakes

« Fraud: When criminals commit identity theft or con older
adults into sending money or sharing personal information

« Trust Abuse: When family, friends, or service providers take
advantage of a trusted relationship to get money or assets from
older adults




Signs of Financial Exploitation

« |[nconsistent financial activity

« A caregiver or financial advisor refusing to use funds for
necessary expenses, care, or treatment

« A caregiver or financial advisor refusing to discuss your
finances with you

» Being asked to sign documents you can’t read or understand
« Changes made to your financial document you didn’t authorize

« Individuals threatening to place you in long-term care to
control you or your finances
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Signs of Financial Exploitation (cont’d.)

«Suspicion that your food or medication may have been
tampered with, causing you to feel disoriented or compliant

«Feelings of being under threat of harm, neglect, or
abandonment if you do not agree to financial arrangements

« Being asked to take on financial responsibilities for someone
else, without regarding your own needs or financial ability to
do so

Types of Financial Exploitation

* Lottery and Prize Scams

« Medical Care, Insurance, Service Providers
« Misuse of Medicare/Medicaid
s Insurance (False Annuities)
« Medical and Service Abuse

* Internet Schemes
*» Deceptive Emails
» Spam/Phishing
* Pop-Ups
» Targeted Advertisements




Types of Financial Exploitation (cont'd.)

* Banking, Identity Theft, Forgery
* Forged Signatures or Contracts
¢ [nvestment Schemes
« |dentity Theft
* Predatory Lending
» Solicitation and Telemarketing Schemes
* Charity Scams
« Contractors and Traveling Salesmen
* Telemarketing Scams
* Property Use
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Types of Financial Exploitation (cont’d.)

* Familial Schemes
« “Long Lost Relative” Schemes
+ Jail/Probation Money Schemes
+ Manipulation through Deception and/or Guilt

Perpetrators of Financial Exploitation

« Statistics: 60% male (ages 30-59); 40% female (typically ages
30-49); 90% of all perpetrators are dependent adult children

«Solicitors/telemarketers/charity scams

+ Family members/Power of Attorneys

* Friends/acquaintances/neighbors

« Caregivers/housekeepers/attendants

« Professional con-artists (home repair workers)

« Doctors/nurses/physicians (overcharging insurance)




Perpetrators of Financial Exploitation (cont'd.)

« Pastors/Church members/Clergy

*Bank employees

« Attorneys/accountants/trustees/guardians

« “Sweetheart Scammers,” fake friends or lovers
»Medicare representatives

* Funeral homes

* |dentity theft

*Strangers
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Consequences of Financial Exploitation

«1 in 20 seniors report being financially exploited

« Elder abuse is vastly under-reported; 1 in 44 cases is reported

« Abused seniors are 3 times more likely to die and 4 times more likely
to enter a nursing facility

« Almost 1 in 10 financial abuse victims will need Medicaid resulting
from their financial losses

« Cognitive impairment and help with activities of daily living make
victims more vulnerable to financial abuse

Financial abuse can have as significant impact for an elder person as a
violent crime or physical abuse (Deem, 2000) (Dessin, 2000).

Preventing Financial Exploitation

+ Avoid storing large amounts of cash

+ Refrain from immediately removing money from bank accounts when prompted
to do so

« Do not distribute bank account, social security, or credit/debit numbers over the
phone

+ Check your monthly bank statement
« Shred sensitive financial documents

+ Established guidelines with your bank regarding suspicious activity (money or
check limits)

« Beware of familial guilt or pressure
+ Keep your checkbooks and money orders in a safe place




Preventing Financial Exploitation (Red Flags)

+Sudden changes in banking practices (unexplained withdrawals
or transfers)

« Addition of/initial entry of accompanying name on bank cards

« Unauthorized withdrawals using ATM’s

» Abrupt changes in living wills/advanced directives

» Unexplained disappearance of funds or valuables

«Forged signatures for large sums or assets

« Previously absent relatives abruptly demanding money

« A direct report of suspected financial exploitation
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Seven Steps to Prevent Financial Elder Abuse

1. Request a copy of a free credit report

5. Remove name from direct-mail listings

3, Avoid posting private information on social media sites; read
their privacy policies

Remove the name of deceased individuals from mailing lists
Opt out of pre-approved credit offers

Remove email address from internet or email
advertisements

7. Remove name from telemarketing lists

TS

How to Avoid Financial Exploitation

»Stop Unwanted Telemarketers  * Be a skeptic

888.382.1222 or + Get a second opinion
www.donotcall.gov)

« Learn how to protect yourself Keep security information

(www.stopfraud.gov/protect.html) secure
« Avoid isolation * Leave no trace
« Protect your information * Have a healthy dose of
suspicion

« Don’t let yourself feel
pressured

« Trust, but verify

« Avoid leaving “breadcrumbs”




Actual Cases

* A “caregiver” son lived with his 82-year-old mother. He cashed
her social security checks while she sat in dirty diapers, ate
rotting food, and developed severe bedsores.

« A waman whose caretaker stole her money for 4 years pushed
her wheelchair in front of a train. The elder replied, “We were

]

so good of friends... 'm so hurt that | can't stop crying.”
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Actual Cases

«The daughter of a health 78-year-old woman convinced others
her mother had Alzheimer’s to gain power of attorney after her
mother broke her arm. The mother thought her daughter was
offering care and support, while stealing her money.

« A woman's checks were stolen by her live-in “caregiving”
couple. After neglect, she weighed 80 pounds, had bedsores
infested with maggots, and lost both feet to gangrene.
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EZ MONEY INGREDIENTS

1) You'll need one (elderly) blind and/or incompetent

2) Obtain access to their mail. They'll never figur@ OUBWRAES
read their mail.

3) Obtain access to their debit card and PIN: You

4) Obtain access to their credit card info. YOUSCATNE
this. You'll never have to pay these. Aftefyour
it off.
5) Obtain access to online accounts. Youica
With access to EZpass, cable, phone, etc.,

gccount.
ithout paying.

6) Obtain and sign checks. AnotheneasyWayic

7) JACKPOT!
8) You’re now free to use tieirsubscribed Services; withdraw their cash and pay all
your bills uSIngtheismno:

gare. Since you're a family
e. It’s just a family matter.
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9) BONUS: e banksianasiay
member it Snotrealls
And even' i VOu'te e
press ‘Clargesss

10) If, on the offieF AN VOU thlnk 1 ‘er to prevent ths WideSPI' (Ll
tOO CO]. [T1( 10 CT1ITTLE a - TODIMOIL I;:'_:'I‘:_-!:‘i"_‘li‘|

RobMom.com




Financial Exploitation of Older Adults
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"The crime of the 215t Century”
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Financial Exploitation of Older Adults

Total dollars reported |1nmillions

$306.1

$205.2

Type of case

515 Medicare and

Strangers
"* Medicaid fraud

Famtly, friend, Business

neighbar, etc.

107 34%

Family, friend,

Business 37 12% ncighbor, ete, ~ $11.5
Medicare and
Medicaid fraud 11 4% Perpetrators who were strangers Strangers  $7.6

often targeted viclims with

visible vulnerabilities, including &
limited mobility, displays of

confusian, or living alone. Total dollar loss reported

Strangers Family, friend, neighbor, etc. Business

Includes home repair scams, all phone
scams, criminal (robbery, burglary)

Includes caregivers (paid/unpaid,
family/non-Tamily, facility/home),
befriending

PROFILES | What we know about the victims and perpetrators

MALE B FEMALE

The victim
Women more vulnerable

Women were nearly lwice as likely Lo
be victims of elder financial abuse

The perpetrator
Most perpetrators were
men, who ranged from

30 to 6O years old,

Includes insurance, banking, afterneys,
contraclors, nursing home administrators
(legitimate businesses)

as men,
50 Mast victims were between Bl = mees _ Most male perpetrators . SRS bu AR S
the ages of 80 and 89, lived ages 3010 59
40 alone, and required some 40
level of help with
30 either health care or 30
home maintenance.
20 : : 20
10 l 10
59 or 60 70 80 90 100 19 ¢r 20 30 40 50 GO 70
younger to 69 to 79 to 89 te 99 and older younger  to29 to w to 59 to 69 to 79

SOURCE: The MetLife Study of Elder Financial Abuse

Most female perpetrators
ages 30 to 49.

JAMES ABUNDIS/GLOBE STAFF




Financial Exploitation of Older Adults

Remove name from
telemarketing lists.

name from
direct-mail

Seven StepS lists.
to Prevent | /

Financial
Elder Abuse

Opt out of
re-approved RS
freditpcl:ffers. [T, Avoid posting private
BRSO Y information on social
' media sites and read
. the privacy policy.

www.ConnectOC.org
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Be WISER

about Financial Scams

 Americans 65+ by 2050

88.5

million 3
5 Rules to Help You Avoid Financial Scams

lost by 65+ adults to

(inancial scams in 2010 |, Don't give personal info fo strangers

2. Create and practice a “refusal script”

47 ; of women 75+ live alone

percent | = Sl :
- 7. Sign up for the “Do Not Call List”

“. Don’t make hasty purchasing decisions

7. If it’s too good to be true, it probably ist

HKHUW what types of scams are aut tliere by visiting the Better Bussiness Buredl:
wwaw.bbborg/as/scans

Educate Yourselt! 1 kiow il profile: Scammers are diosily men who farget sty swormen at {east
80 yedrs old who [ive alone.

M Know that anyone can fallvietim (o financial scams




How to Avoid Financial Exploitation

WHAT You Can Do

Stop unwanted
telemarketers

Checklist

HOW You Can Do It

Add your name to the National Do Not Call Registry.
Call 888.382.1222 or visit www.donotcall.gov.

Learn how to protect
yourself

Read about frauds and scams at
www.stopfraud.gov/protect.html.

Avoid isolation

Keep in touch with others, take up a hobby, visit
friends & family, volunteer or visit a senjor center.

Protect your
information

Do not share personal information with anyone you
do not know and trust.

Don't let yourself feel
pressured

If someone is pressuring you to make a large pur-
chase or other financial decision, take a break and get
advice from someone you trust.

Trust, but verify

It someone you don't know asks you to “trust me,”
think twice, especially if they want you to provide them
with money, credit card numbers or other personal
information.

Be a skeptic

If it sounds too good to be true, it probably is!

Get a second opinion

Don't sign any documents that you don't completely
understand. If you need help, seek advice from a
lawyer or trusted advisor.

Keep security
information secure

Do not provide your Social Security number, account
numbers, personal identification or other financial
information to anyone you don‘t know and trust
in-person, over the phone or online.

Leave no trace

Always tear up or shred financial records when you no
longer need them. Never throw them in the trash or
recycling intact.

Have a healthy dose of
suspicion

If someone you don't know calls or shows up at your
door and asks for information, DON'T give them
access to you or your information.

Avoid leaving
"breadcrumbs”

Don't leave signs that you will be traveling. For
example, avoid leaving notes on the door for delivery
persons and don't share your travel plans on social
media.




